Políticas de seguridad de la empresa “”.

* Solo se permite el uso del correo de la empresa.
* Se deben de establecer contraseñas fuertes en todas las cuentas ya sea de correo electrónico, contraseñas de los routers, switches, servidores (las contraseñas fuertes incluyen una combinación de minúsculas, mayúsculas, letras, carates especiales, no tengan un patrón fijo, no hacer uso de palabras completas dentro de las mismas).
* Las contraseñas deben de estar ocultas para los usuarios en todo momento y de no darse el caso se debe de mostrar cifrada.
* No se permite el uso de dispositivos de almacenamiento extraíble tales como memorias USB, CD o DVD; a menos que se haya aprobado el uso de estos últimos por la persona responsable de la seguridad de la empresa.
* El servidor de la empresa debe estar resguardado en un lugar físico que sea seguro y además se solo cierto personal podrá tener acceso a él ya sea físico o lógico.